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 Organization Party Type: Identifies entities such as Entity 
RCASPs and Entity Crypto-Asset Users. 

 Person Party Type: Identifies individual RCASPs, individual 
Crypto-Asset Users, and natural persons controlling certain 
Entity Crypto-Asset Users. 

 CARF Body: This section contains two sub-sections: 

 RCASP: Includes the required information about the 
RCASP’s identity and its reporting obligation under 
CARF, and its nexus to the reporting jurisdiction. 

 Crypto Users: Includes information about the Reportable 
Users’ identity and relevant transactions. These 
transactions include exchanges between Relevant 
Crypto-Assets and Fiat Currencies, exchanges between 
different forms of Relevant Crypto-Assets, and transfers 
of relevant Crypto-Assets, including Reportable Retail 
Payment Transactions and transfers to unhosted wallets. 

Each data element and its attribute in the schema is categorized 
as either "Validation" or "Optional". Validation elements must be 
present in all data records and can be validated using 
automation. The sender should perform a technical check of the 
data file content using XML tools to ensure all validation 
elements are included and correct if any issues. The receiver 
may also check and reject the file if it is incorrect. When there is 
a choice between two validation elements under a validation 
parent and only one is required, it is indicated as "Validation 
(choice)." 

In addition, the User Guide outlines various business rules for 
optional data elements in the schema: 

 (Optional) Mandatory: These elements are required for CARF 
reporting based on the availability of information or legal 
factors. Notably, mandatory elements may not be present in 
all cases, hence a simple IT validation process may not 
suffice. For example, place of birth is only required if 
domestic law mandates it, and the information is available in 
an electronically searchable data maintained by the 
Reporting Crypto-Asset Service Provider. 

 Optional: These can be provided but are not mandatory. 

 Optional (non-CARF): These elements are included to 
maintain structural consistency with other schemas, but are 
not required to be reported in the CARF schema file, such as 
the nationality element. 

Furthermore, if a sending jurisdiction identifies any inaccuracies 
in the information reported about the RCASP or Crypto-Asset 
Users, it is required to correct and submit accurate information. If 
the error is identified before the exchange, no correction will be 
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required. However, if the error is identified after the exchange, 
adjustments to the schema must be made per the User Guide. 
The CARF XML Schema includes two correctable types, RCASP 
and Crypto Users, to facilitate targeted reporting of corrections. 

Amended CRS XML Schema User Guide 

The CRS XML Schema contains updates to the existing reporting 
requirements that apply to CRS reporting today, adding in new 
data elements which are required by the updated CRS package 
issued alongside CARF.  

The CRS Schema is largely as expected, although it is important 
to note that many existing fields have amended requirements 
applying to the content or validation of the field value. 

Amongst the expected changes, there are additions to allow 
reporting of:  

 Whether an account holder has provided a valid self-
certification. 

 Whether an account holder is a pre-existing or new account, 
by reference to the Effective date of CRS in the relevant 
jurisdiction.  

 The type of account held – depository, custodial, cash value 
insurance or annuity or debt/equity interest in an investment 
entity. 

 Whether an account is a joint account and the number of joint 
account holders. 

 Confirmation of the requirements for reporting Controlling 
Person type. 

Reference: CARF XML Schema and User Guide, and Amended 
CRS XML Schema and User Guide 
For information on KPMG’s global AEOI network professionals, 
please email GO-FM AEOI Program Support. 
For more information on KPMG AEOI Updates & Tracking 
Service, please see here. 
For additional summaries of the latest AEOI developments, 
please visit KPMG’s TaxNewsFlash-FATCA/IGA/CRS  
Insights page, here. 
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